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1 Overview

The ECS is to combine multiple repeaters working in the digital relay mode in the same area
to form an enhanced conventional site. By sharing the logical channels of the repeaters on the site,
the radio is allowed to use all the repeaters on the site to communicate, thereby improving the

channel utilization.

2 Configuration planning

The following planning data is used as sample data. Please replace it with actual data during

configuration.

Figure 2-1 Sample diagram of ECS single site configuration
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2.1 1P planning

The following planning data is used as sample data. Please replace it with actual data during

configuration.

Table 2-1 IP planning

Unit 1P Subnet mask
Dispatcher sever 70.1.91.101 255.255.255.0
Dispatcher client 70.1.91.102 255.255.255.0

Repeater 1 (Board 1) 70.1.91.110 255.255.255.0
Repeater 2 (Board 2) DHCP DHCP
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Repeater 3 (Board 3) DHCP DHCP

Repeater 4 (Board 4) DHCP DHCP

2.2 Repeater and radio planning

The following planning data is used as sample data. Please replace it with actual data during

configuration (here we take UHF band as an example, please re-plan if you are using VHF band).

Table 2-2 Repeater planning

Unit Site | Board ID Rx base Tx base Channel Colour Dedicated
ID frequency frequency number code | GPS channel
(MHz) (MHz) &
Repeater 1 5 1 200 1 Time slot 2
Repeater 2 5 2 205 1 Not set
400 410 -

Repeater 3 5 3 210 1 Time slot 1
Repeater 4 5 4 215 1 Not set

Note: Dedicated GPS channel should be configured when radio needs to report location actively, it is an optional

configuration item.

Table 2-3 Radio planning

Unit 1D Name Rx base Tx base Channel number Colour
frequency frequency code
(MHz) (MHz)
Radio 1 10001 | P10001 410 400 200/205/210/215 1
Radio 2 10002 | P10002 410 400 200/205/210/215 1

2.3 Port planning

The following planning data is used as the default data. It is generally not recommended to

modify the ports.
Table 2-4 Port planning
Unit inner-site NMS NMS Service Voice service | Voice service
transmission | TCP port | UDP port port port (slot 1) port (slot 2)
port
Repeater 1 50013 50011 50010 19888 30000 30001
Repeater 2 50013 50011 50010 19888 30000 30001
Repeater 3 50013 50011 50010 19888 30000 30001
Repeater 4 50013 50011 50010 19888 30000 30001

2.4 Operating system planning

Table 2-5 Operating system

<All rights reserved.No spreading abroad without permission of Caltta.> Page 9




Caltta

Unit

System Requirement

Dispatcher server (MySQL)

Windows 64 bit OS

Dispatcher client

Windows 32/64 bit OS

Repeater CPS Windows 32/64 bit OS
Radio CPS Windows 32/64 bit OS
NMS server Windows 32/64 bit OS
NMS client Windows 32/64 bit OS

Confidential A

The above software supports Windows 7, Windows 10.

2.5 Base station authentication planning

The following planning data is used as sample data. Please replace it with actual data during

configuration.

Table 2-6 Base station authentication planning

Unit Password setting
Repeater 1
Repeater 2
111111 (CPS configure default value)
Repeater 3
Repeater 4
Base station 111111 (dispatcher configure)

The password filled in AIS page of CPS should be the same as the password filled in when

the the dispatcher adds the base station.

2.6 Account planning

The following planning data is used as sample data. Please replace it with actual data during

configuration.

Table 2-7 Account planning

Unit ID Account name Password
Administrator )
16775904 admin 111111
(System default)
Dispatcher 16775905 shenzhen 07552019

The administrator account is set to "admin" and the password is set to "111111" as default.

3  Configuration check

3.1 IP check

According to the chapter 2.1 IP planning, run the PING command to check whether the IP

addresses are occupied. If the IP address is already occupied, you need to re-plan the IP address.
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3.2 Frequency check

According to chapter 2.2 Repeater and radio planning, check if the Rx frequency and the Tx
frequency are already in use by other devices. If you have already used it, you need to re-plan the

frequency.

3.3 Port check

According to chapter 2.3 Port planning, check whether the port of the dispatcher server PC is
occupied. Enter the "netstat -ano|findstr port number" in the command window to check if there is
any content. As shown in the following figure, the port 19888 has no content, indicating that the

port is idle and can be used.
Figure 3-1 Port check -1

C:Users~A21600063 7 >netstat —anoifindstr 19888

G:lUsers 8216080637

As shown in the following figure, there is a displayed content, indicating that port 4000 is

already occupied, and the port number needs to be re-planned.
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Figure 3-2 Port check -2

C: Users H216800637 netstat —anoifindstr 4000
ICP 127.8.8.1 4088 a.8.8.8:8 LISTENING

uDp 127.8.08.1 48686808 I

C:vllsers~A216B08637>

3.4 1E browser check

If the PC where the dispatch server is installed uses a proxy server to connect internet, the [P
segment where the dispatch server is located needs to be added to the unused proxy server. The
specific setting is to open Internet Explorer, select "Internet Options" - "Connection" - "LAN
settings" - "Advanced", and add an IP segment to the content of "Exceptions", such as "70.1.91. *",
as shown in the following figure. If your PC is not using a proxy server, you do not need to
operate this chapter.

Figure 3-3 IE browser check

=]
Internet Options F | B [ Local Area Network (LAN) Settings 2 || Proxy Settings =]
| General | security | Privacy | Content Programs | Advanced | AabeCon Dol Servers
Automatic configuration may override manual settings. To ensure the & T Proxy address to use Port
S Tosetu on et comnection - ‘ use of manual settings, disable automati canfiguraton, ]
Setup. | Automatically detect settings HTTP: proxyxa.zte.com.cn =180
Dial-up and Virtual Private Network settings Use automatic configuration script Secure: pro
| [ add.. ] o
[ ] Proxy server o
R 7)Use 3 proxy server for your LAN (These settings wil not apply to
emove i e echar (] Use the same proxy server for all protocols
Address:  proxyxa.zte.cor  Port: 80
Choose Settings i you need o configure 2 praxy
server for a connection. 7] Bypass praxy server for local addresses a Exceptions
W2 Donotuse proxy server for addresses beginning with:
not present —— W=
oo ][ concel | 192,168, 5,510, %, % = = 7te.com.cn; 192, . % =7t intra;  ~
- 127,00 §D157] :
Use semicolons ( ; ?m separate entries.
Local Area Network (LAN) settings
LAN Settings do not apply to dial-up connections LAN settings e
Chosse Settings aboe for dial-up settings. —— ok | [ concel
oc || cancel

4 Base station configuration
The repeater enhanced conventional services need to be authorized for normal use, please

refer to the related authorization document.

4.1 CPS reading
Connect the repeater with PC, open CPS software on the PC, as shown in the following

figure.

Figure 4-1 Repeater CPS reading
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B custom Programming Software ¥3.06.014.83 RD
File Model Program Tools View Window Help

REL I

Click the "Read" icon ﬁ on the toolbar and click OK to read. After the reading is
successful, the corresponding list is displayed on the left side of the CPS, as shown in the

following figure.
Figure 4-2 CPS reading success

B custom Programming Software V3.06.014.83 RD [ Dev
File Model Program Tools View Window Help

U2 H & MM e

El- += PRI00

----- +2 Device Information
- = Common Setting

+= Feature Control
%2 Basic Setting
+= Common Setting
Digital Setting
B-#2 Ul Sefting
----- +o Ul Setting
----- += Backlight
----- += Keypad Lock

----- += Password
Bl ¥2 Network

----- += | ocal Access Manageme
----- += |P Connection Access Ma|

= +2 Enhance Conventional
2 Basic Setting
wete Channel Setting
----- +o Developer Setting

4.2 Common setting

Double-click the "Common Setting" option under "Common Setting" - "Basic Setting". on
the pop-up page "Device Name" option, you can modify the name of the repeater, such as

"PR900", as shown in the following figure.

Figure 4-3 Repeater common setting
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E-42 PRI00
+2 Device Information

= Common Setting
i.#= Feature Cantrol

I z Common Setting I
+e Digital Setting
- #8 Ll Setting

4.3 Network setting

4.3.1 Fixed IP setting

Common Setting

Device Name I PR00) I

Last Programming Date |2”29‘92‘13-1 412

UART Baud Rate ]115200

Double-click the "Network" option under "Common Setting" - "Network". Under the "Basic

Setting", "DHCP" is not checked. The IP address is set to "70.1.91.110" according to chapter 2.1

IP planning, and the netmask is set to "255.255.255.0". The "Gateway" is configured according to

the actual router gateway. Under the "Network Management", the network management "Server

IP" is filled with the IP address of the network management server, as shown in the following

figure.

Figure 4-4 Network setting

Basic Setting

DHCP [

IPAddress | T0 -

we [ [ [ [ [ [&
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Network
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UDP Port =

Serverp | 70 1 91 10|
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LL

Double-click the "AIS" option under "Common Setting" - "Network". Check "AIS" and fill

in the IP "70.1.91.101" of the dispatcher server according to chapter 2.1 IP planning. According to

chapter 2.5 Base station authentication planning, set the password registered from repeater 1,
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repater 2, repeater 3 and repeater 4 to the dispatcher server as "111111". The port is set according

to chapter 2.3 Port planning, as shown in the following figure.

Figure 4-5 AIS setting
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+o Device Information —AIS
= += Common Setting Als W
+o Feature Control
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[El-+= Basic Setting
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4.4 Enhanced conventional setting

4.4.1 Basic setting

Double-click the "Basic Setting" option under "Common Setting" - "Enhanced Conventional".
Under the "Basic Setting", Fill in the "Site Name" on the page, such as "PR900-5"; set the "Site
ID" to "5" according to chapter 2.2, and set the "Board ID" as "1", "2", "3", or "4" respectively for
corresponding repeater; set the "Site Type" as "Single Site"; set "Tx Power"; fill in the "Rx Base
Frequency" with "400MHz" and fill in the "Tx Base Frequency" with "410MHz", as shown in the

following figure.

Figure 4-6 Enhanced conventional basic setting
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‘= Basic Sefing BSD |
42 Common Setling Board D |1 v!

- = Digital Setting Master [
E-#= Ul Setting ] - .
% || Setting Site Type | Single Site v]
- 1t Backlight wrowetwl [T 7]

+ Keypad Lock Rx Base Freguency[MHz] 400.000000

%= Menu
+= Password Tx Base Frequency{MHz] W
-2 Network -

ke Metwork

- #2 | pcal Access Manageme

- *= |P Connection Access Ma
- he NS

B~ #2 Enhance Conventional

+2 Channel Setting

- #2 Developer Setting

4.4.2  Channel setting

Double-click the "Channel Setting" option under "Enhanced Conventional". Under the
"Channel Setting", Fill in the corresponding "Channel Name" on the page, such as "200", "205",
"210", "215"; set the "Channel ID" as "200", "205", "210" or "215" respectively for corresponding
repeater; set the "Color Code" as "1"; set "Dedicated GPS Channel" of repeater 1 as "Slot 2", and
set "Dedicated GPS channel” of repeater 3 as "Slot 1", There is no need to set the "Dedicated GPS

channel” for repeater 2 and repeater 4, as shown in the following figure.

Figure 4-7 Channel setting

- *+2 PRO0O
+2 Device Information — Channel Setting
= Common Setting Charsal Naie 1200

+2 Feature Control
= Basic Setting Rx Frequency[MHz] | 402437200

+2 Common Setting Tx Frequency[MHz] |12 487500

+= Digital Setting |
- ve ] Setting Color Code Iﬁ

-2 Backlight
-+ Keypad Lock
- %8 Menu

I3

— Dedicated GPS Channel -
Sitt [

----- +2 Password

- ¥2 Network

b Network

-+ | ocal Access Manageme
-+ |P Connection Access Ma
ke AlS

B~ #2 Enhance Conventional

stz [+

= Basic Setting

Channel Setting

----- +2 Developer Setting

4.5 CPS writing

After performing the above steps, click the "Write" icon 3" on the toolbar, and click the
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"OK" button on the pop-up page. After the writing is successful, the repeater will restart, as shown
in the following figure.
Please perform CPS writing operation on repeater 1, repeater2, repeater 3 and repeater 4

according to chapter 2.

Figure 4-8 Repeater CPS writing
RS ST

Common Setting| Network| AIS | Basic Setting Channel Setting |
x

Btz PRI0D
: += Device Information Channel Setting

- 22 Commaon Sefting

+2 Feature Control

=~ '#: Basic Setting

+= Common Setting

+= Digital Setting

=22 Ul Setting

+2 Ul Setting

+= Backlight

+2 Keypad Lock

+= Wenu

Channel Name |200

Ry Frequency[MHz] |402.487500

T FrequencyMHz] [412.487500
Write w

Device Name {Pﬂ‘m

Dedicated GPS Chann

+= Password Setting

E- 22 Network
+2 Network
+= Local Access Manageme
+= |IP Conneclion Access Ma
b AIS

Auto Increase [

Start D 11
Written Count iu
NextD |1

- #= Enhance Conventional
- *2 Basic Setting

-2 Channel Setting

----- +2 Developer Setting

Click OK to continue.

’T] Cancel
S Dispatcher setting
5.1 Dispatcher installation
5.1.1 Repeater version and ECS dispatcher version check

Check if repeater version matches ECS dispatcher version. The repeater version and
dispatcher version must be matching. For the repeater, click the front panel menu—device
information, and check the firmware version. For the dispatcher, check the suffix of installation
package name.
® Repeater version: Repeater V* * *
® Dispatcher server version: PD200Server E_V*.* *
® Dispatcher client version: PD200Client E_ V* *.*

5.1.2 MySQL installation
According to chapter 2.4 Operating system planning, MySQL and the dispatcher server are

installed on the same PC with 64-bit operating system. First find the
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"MySql 8.0.18 win64 EN.exe" installation package E¥ MySql 8.0.18 win64 EN.exe (You

need to use the installation package that comes with the version package for installation. If
the version you downloaded doesn’t come with the version package, you will not be able to
connect), then right click on the installation package and select to Run as administrator to install,
as shown in the following figure.

Note: After MySOL is installed for the first time, there is no need to reinstall for the dispatcher upgrade afterwards
without special instruction.

Figure 5-1 Right-click the installation package to run as administrator

E M.-I'I.Sq |_E .U rlE_Wi HM_EN j'_ 1 00000 2440 DA

| ".E_i' IRun as administrator |

Troubleshoot compatibility

In the pop-up installation interface, click "Install" to select every option and perform

installation, as shown in the following figure.
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Figure 5-2 MySQL installation

15 mysqgl - InstallShield Wizard X |

Ready to Install the Program {4

The wizard is ready to begin installation. U

If you want to review or change any of your installation settings, dick Back. Click Cancel to
exit the wizard.

Current Settings:

Setup Type:
Typical
Destination Folder:
C:\Program Files (x86)\MYSQLY

User Information:
Mame: WEK

Company:

< Back Install Cancel

After clicking the "Install" button, the command prompt will pop up during the installation

process. Do not manually close the window, as shown in the following figure.

Figure 5-3 Command prompt during MySQL installation

B | CAWindows\Installer\MSICDSF.tmp E=TfEA X |

Set Log Level =6

Trace logging started.

parameter 1:CreateService

parameter 2:C:“Program Files OdBb6XSMYSQLS
create service command begin ...

net stop mysgl

The service name is inwvalid.

More help iz availabhle hy typing NET HELPMSG 2185.

zc delete mysgl
[SC] OpenService FAILED 1868:

The specified service does not exist as an installed service.

remove G:sProgram Files B6> \MYSQL mysgl-B8 . B_.18-winxb4~data

C:8bcd "C: Program Files (xB86>“MYSQLmysgql-8.8.18-winx64 \bin"&Bmysqld ——dinitiali
ze ——log—error="C:“Program Files (x86>“\MYSOQLcmdResult.txt"

initializing mysgl may take several minutes

please wait patiently without closing this window...

5.1.3 Dipatcher server installation
If MySQL is not installed successfully, there will be a pop-up telling that MySQL is not

installed. Please install MySQL first, as shown in the following figure.
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Figure 5-4 Pop-up of MySQL is not installed when installing the dispatcher server

Warning

& MySQL not be installed, or WMySQL service not be started, or not set

;I:é environment variable for MySQL. selecting Abort will cancle
installation, selecting Retry will re-detect, selecting Ignore will result in
lzcation unusabled

Abort I Retry Ignore

Fl
1

Please select "Abort", and install MySQL before installing the dispatcher server.

According to chapter 2.4 Operating system planning, the PD200 server and MySQL must be
installed on the same PC. After the steps in chapter 5.1.3 are completed, unzip the server
installation package, right click on the installation package PD200Server E V*.* * exe and select
to Run as the administrator to install, then the following figure will be shown.

Figure 5-5 PD200 server installation - 1

‘ﬁ PD200 Server - InstallShield Wizard >
Welcome to the InstallShield Wizard for
PD200 Server

The InstallShield(R) Wizard will install PD200 Server on your
computer. To continue, dick Next,

WARNIMNG: This program is protected by copyright law and
international treaties,

In the pop-up window, click "Next" until the installation path appears, select corresponding
installation path, for example, "D:\Program Files (x86)\Caltta\PD200 Server\", as shown in the
following figure, click "Install" button. The appearance of black command prompt pop-up window
is normal during the process, please do not manually close it.

Figure 5-6 PD200 server installation - 2
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ﬁ PD200 Server - InstallShield Wizard *
Ready to Install the Program -‘_“
The wizard is ready to begin installation. U

If you want to review or change any of your installation settings, dick Back, Click Cancel to
exit the wizard,

Current Settings:

Setup Type:
Typical
Destination Folder:

C:\Program Files (x86)\Caltta\FD200 Server,

User Information:
Mame: WEK

Company:

InstallShield

After the installation is complete, the PD200 Server shortcut appears on the desktop.
Double-click the shortcut icon to start the software, as shown in the following figure.

Note: The version upgrade of dispatcher server is overwrite installation, and retain the configuration file.
Please choose to install by default after running the file.

Figure 5-7 PD200 server shortcut

Double-click the desktop icon to start PD200 Server. Select the local address in the pop-up
window that appears, select "70.1.91.101" according to Chapter 2.1 IP planning. Fill in the NAT
address when the dispatcher server is on the local area network, and the dispatcher client and / or
the repeater need to be traversed by the private network when they are on the external network.
When all the repeater, server and clients are in the same network segment, the NAT address does
not need to be configured. Then click OK to start, as shown in the following figure.

Figure 5-8 PD200 server IP setting
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IP Selector

70.1.91.101

10

—_

After startup, the firewall will pop up window to display the network that allows
communication. Check the network option and click "Allow access" button.
The following figure allows the DPS process to communicate.

Figure 5-9 Firewall allows DPS process communication

@ Windows Security Alert >

Windows Defender Firewall has blocked some features of this

Shp

Windows Defender Firewall has blocked some features of DPS on all public, private and domain

networks,
. Mame: DPS
Publisher: TODO: <4ElE=
Path: C:'\program files (x88)\caltta\pd 200 serveridps'dps. exe

Allow DPS to communicate on these networks:
Domain networks, such as a workplace network

Private networks, such as my home or wark network

[ ] Public networks, such as those in airports and coffee shops (not recommended
because these networks often have little or no security)

What are the risks of allowing an app throuagh a firewall?

| Mlowaccess | || Cancel |
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The following figure shows the LDS process is allowed (or displays "Java (TM) Platform SE).

Binary" on Windows 10).

Figure 5-10 Firewall allows LDS process communication

Windows Defender Firewall has blocked some features of this
app

Windows Defender Firewall has blocked some features of LDS on all public, private and domain

networks.
& : Mame: LDS
— Publisher: Cracle Corporation
Path: C:\program files (x86)\caltta\pd 200 serverds\apache-

tomcatijdk1.8.0_101%rethinYds.exe
Allow LD5 to communicate on these netwarks:
Domain networks, such as a workplace network

[+] Private networks, such as my home or work network

[ ] Public networks, such as those in airports and coffee shops (not recommended
because these networks often have lite or no security)

What are the risks of alowing an app through a firewall?

Allow access Cancel

- 7 - : |

After the startup is successful, check the "Processes" option in the task manager, if DPS and
LDS (or display "Java (TM) Platform SE binary") processes are included, it indicates that the
startup is successful, as shown in the following figure.

Figure 5-11 Server's processes displayed in task management
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1% Task Manager

File Options View

Processes  Performance App history Startup  Users Details  Services

- 11%
Mgt Status CPU
[®E] drmlayerlUser.exe 0%
[8=] DsmSvcho.exe (32 bit) 0%
[®=] FtDbgSve.exe 0%
] FtSystem R FETERS 0%
I:il} HD Audic Background Process 0%
I:il} HD Audic Background Process 0%
I:él} HD Audic Background Process 0%
[#] HeartBeatlogTask.exe (32 bit) 0%
@J Hook Manager For x64 0%
[#=] Host Process for Windows Tasks 0%
[®] igfxCUIService Module 0%
5 igfxEM Module 0%
[®] igfxext Module 0%
[#5] Intel HD Graphics Drivers for Wi... 0%
[#] Intel(R) Capability Licensing Ser... 0%
[#=] Intel(R) Dynamic Application Lo.. 0%
[#] Intel(R) Local Management Serv... 0%
[#5] Intel(R} PROSet/ Wireless Event L... 0%
[®] Intel(R) PROSet/Wireless Registr... 0%
[8=] Intel(R) Wireless Bluetooth(R) iB... 0%
[®=] Intel® PROSet/Wireless Zero Co... 0%
[#E] Intel® SGX Application Enclave ... 0%
[#] IntelCpHeciSve Executable 0%
[&| LDS 0%
> 2 Lenovo EasyResume Program 0%
£
( Fewer details
5.1.4 Dispatcher client installation

54%

Memaory
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Disk
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0 Mbps
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0 Mbps
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>

End task

Double-click the PD200 client installation package "PD200Client E V*.* *.exe" to install,

as shown in the following figure.

Figure 5-12 PD200 client installation - 1
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Welcome to the PD200 1.50.07
Setup Wizard

This wizard will guide you through the installation of PD200
1.50.07.

Itis recommended that you dose all other applications
before starting Setup. This will make it possible to update
relevant system files without having to reboot your
camputer,

Click Next to continue,

Select the installation path and click the "Install" button to install PD200 client, as shown in
the following figure.
Figure 5-13 PD200 client installation - 2

(L PD200 PO200_V1.00.12 Setup = X

Choose Install Location —
Choose the folder in which to install PD200 PD200_V1.00.12. K g 7

Setup will install PD200 PD200_V1.00.12 in the following folder. To install in a different folder,
dick Browse and select another folder. Click Install to start the installation.

Destination Folder

rogram Files (x Browse,..

Space required: 175.5MB
Space available: 71.5G8

« Back Install Cancel

After the installation is complete, double-click the PD200 client shortcut on the desktop to
start the client.

Note: The version upgrade of dispatcher client is overwrite installation. Please choose to install by default
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5.2 Dispatcher client setting
5.2.1 Dispatcher client login

When you start the PD200 client by double-clicking the icon, you will be prompted to select an IP
address when the PC is configured with multiple IP addresses. Select "70.1.91.102" according to
chapter 2.1 IP planning and click "Confirm" to enter the login page, as shown in the following figure.

Figure 5-14 Dispatcher client IP address selection

Please select local IP

10.192.29.13
70.1.91.102
110.1.120.101

170.1.61.101

ooo8an

192.168.2.101

The login interface uses the "admin" account to log in. According to chapter 2.6 Account

planning, the password is 111111, and the server IP is filled in "70.1.91.101", click the "Login"
button to log in, as shown in the following figure.

Figure 5-15 Dispatcher client login
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User login

a
70.1.91.101|

Login

When logging in, the firewall pop-up window is displayed. Check the network option to
allow the PD200 client to communicate. Click the "Allow access" button, as shown in the
following figure.

Figure 5-16 Firewall allows dispatcher client communication

G Windows Defender Firewall has blocked some features of this
app

Windows Defender Firewall has blocked some features of pd200 on all public, private and domain

netwarks,
Mame: pd200
Publisher: nknown
Path: C:\program files (x86)\pd200%d200.exe

Allow pd200 to communicate on these networks:
Domain networks, such as a workplace network.

Private networks, such as my home or work netwaork

[ ]Public networks, such as those in airports and coffee shops (not recommended
because these networks often have litte or no security)

What are the risks of allowing an app through a firewall?

Allow access Cancel
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5.2.2 Add radio
Select the "Configure" menu on the left, click "Radio Management" on the page that pops up
on the right, click the "Add" button in the upper right corner, and fill in the "Radio ID" and "Radio

Name" in the pop-up interface, as shown in the following figure. Add Radio 1, and Radio 2

according to chapter 2.2.
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Figure 5-17 Add radio

[AA Ecs Dispatching System

o)

i

R

5.2.3 Add group

Select the "Configure" menu on the left, click "Group Management" on the page that pops up
on the right, click the "Add" button in the upper right corner, and fill in the "Group ID" and
"Group Name" in the pop-up interface, as shown in the following figure. Add one group with
"Group ID" as "101" and "Group Name" as "G101". Add another group with "Group ID" as "102"
and "Group Name" as "G102".

Figure 5-18 Add group

524 Add base station and bind group

Select the "Configure" option on the left, click "Base Station Management" on the page that
pops up on the right, click the "Add" button in the upper right corner, and fill in the "Base Station
ID" with "5", "Base Station Name" with "ECS Station" in the pop-up interface according to
chapter 2.2. Fill in the "Password" as "111111" according to chapter 2.5 Base station
authentication planning, then click "Save" button, as shown in the following figure.

Figure 5-19 Add base station
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Click on the "Available Group" page in the pop-up window, click the "Add Available Group"
button, select group G101 and G102 in the pop-up window and click "Save", as shown in the

following figure.

Figure 5-20 Base station bind available groups

X x
Basic Information Available Group
] No Group ID Group Name
Delete &1 101 G101
M 2 102 G102

O No Group 1D Group Name

Save

5.2.5 Modify "admin' password

Select "Configure" - "Dispatcher Management" on the left. The currently logged "admin"
account already exists on the pop-up page. Click the "Edit" button below the "Operation" column,
you can set the new password in the pop-up window. The "Password" and the "Confirm Password"

must be filled in as the same. Click the "Save" button, as shown in the following figure.

Figure 5-21 Modify "admin" password
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Dispafcher ID

Operati
16775904 admin EI ES

Dispaicher Account

: Bs Management

| | [

[0
X

Dispatcher Management

Basic Information Available Base Station

Dispatcher ID

Dispatcher Account:

Configure

PassWord: ~ eeeess

Confirm PassWord: | eeessd|

Save

On the "Available Base Station" page, you can add or delete the base station that the account
can manage.
5.2.6 Add dispatcher account

Select "Configure" - "Dispatcher Management" on the left, click the "Add" button in the
upper right corner of the pop-up page, and fill in the "Dispatcher ID" as "16775905" in the pop-up
window according to chapter 2.6 Account planning (ID range 16775904~16776159, where
16775904 is the "admin" account ID), fill in the "Dispatcher Account” as "shenzhen", fill in the
dispatcher "Password" as "07552019", the "Password" and the "Confirm Password" must be filled

in as the same, click the "Save" button, as shown in the following figure.

<All rights reserved.No spreading abroad without permission of Caltta.> Page 31



Caltta Confidential A

Figure 5-22 Add dispatcher account

On the "Available Base Station" page, you can add available base station that the account can
manage. On the new page, select the base station with "Base Station ID" as 5 and save it, as shown
in the following figure.

Figure 5-23 Dispatcher add available base station

& Mo Base Station ID Base Station Name

= 1 3 ECS Station

Save

After the addition is complete, click the "Dispatch" menu on the left, and click the "Refresh"
icon in the upper right corner of the pop-up page, and we can view the latest data, as shown in the
following figure. Click on directory "Device", "Dispatcher" and "Other", we can view the

information of the added base station, bound group, dispatcher and radio.

Figure 5-24 "Dispatch" page resource display
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CS Dispatching System

I b P
L] T e

Report

@!

Configure

5.2.7 New dispatcher account login

Exit the current admin account login interface, re-open the PD200 client, log in with
dispatcher account "shenzhen", input password "07552019", and server IP address "70.1.91.101",
as shown in the following figure.

Figure 5-25 New dispatcher account login
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User login

a8

Login

After the login is successful, select the left "Dispatch" menu, click on the "Device" list in the
"Resource" tree, you can view the added base station. When the font of the base station is
highlighted, it indicates that the base station has been registered successfully, as shown in the
following figure.

Figure 5-26 Base station login successful to dispatcher

ECS Dispatching System

Dispatch

o

Map

D 2 Dispat

<) Other

E

Report
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If the font of the base station is gray, it indicates that the base station is not registered
successfully, please check if the configuration is correct, and check whether the PC firewall of the
PD200 has added DPS, LDS (or displays "Java (TM) Platform SE). Binary"), PD200 to the list of
"Allowed apps and features", as shown in the following figure.

Figure 5-27 Windows defender firewall setting -1

3 4 Windows Defender Security Center
@ Home Windows Security P Firewall & network protection
| Find a setting 9 | Windows Defender Security Center is your hom| i Home View netwaork connections, specify Windows Defender Firewall setting
manage the security and health of your device. and troubleshoot network and Internet problems.
O Virus & threat protection
Update & Security ‘Open Windows Defender Security Center
A Account protection . .
< Windows Update Protecti B Domain network (active)
rotection areas ) Fi i
) Firewall & network protection Fireval siai
-
Windows Securi
b Q) Virus &threat protection =1 App & browser control
_ Protection for your device against threats.
T Backup O Device security 98 Private network
R Account protection Firewall
£ Troubleshoot Security for your account and sign-in. < Device performance & health o
((lj) Firewall & network protection £  Family options
D Recovery Who and what can access your network. = Public network
© Activation 5 App & browser control Firewall is on.
App protection and online security.
& Find my device =1 Device security
Security that comes built into your device. Allow an app through firewall

Tt For developers Device performance & health Network and Internet troubleshooter

T3 § Windousnaider ioomam Reports on the health of your device. Fbwwall nitiRcaion scifiegs
8, Family options Advanced settings
8 Device encryption Manage how your family uses their device,

Restore firewalls to default

Make sure that DPS, LDS (or displays "Java (TM) Platform SE). Binary"), and PD200 have
been added and checked in the list, as shown in the following figure.

Figure 5-28 Windows defender firewall setting -2
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» Control Panel » System and Security » Windows Defender Firewall > Allowed apps

Allow apps to communicate through Windows Defender Firewall
Te add, change, or remove allowed apps and ports, click Change settings,

What are the risks of allowing an app to communicate? ?FI-'\":haﬂC_IE settings
0 For your security, some settings are managed by your systerm administrator,

Allowed apps and features:

MName Domain  Private  Public  Group Policy *
| =oes No

EasyConnect ] | No

Ernail and accounts No

[ File and Printer Sharing O O O Mo

[IFile and Printer Sharing over SMBDirect O O O Mo

¥l Google Chrome Mo

Groove B No

[ HoemeGroup O O O No

[ I'M Instant Messenger Launcher O O Mo

O I'M Instant Messenger Launcher O O Mo

[1iSCSl Service O O O Ne

[ Key Management Service O O O Mo it

Details... Remove

Allow another app...

6 Radio configuration

The radio enhanced conventional services need to be authorized for normal use, please refer

to the related radio guidance document.

6.1 Radio CPS read

The radio 1 connects to the PC through the programming cable and opens the corresponding
radio CPS software (If it is an installation version, please install it first), as shown in the following
figure.

Figure 6-1 Radio CPS read

B custom Programming Software V3.06.012.B1
File Model Program Tools View Window Help

Click the "Read" icon ﬁ on the toolbar and click "OK" to read. After the successful

reading, the list is displayed on the left side of the CPS, as shown in the following figure.
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Figure 6-2 Radio reading successful

Lo AL Lot

E-*= ECS
|

+= Basic Setfting

+2= Dial Configuration
Contact

@ Private Contact List
“+= Group Contact List
+2 Favorite Contact

+= Subgroup

+= Emergency
-+= Emergency
+= Message
Lebe QuickText
----- +: Development

Note: Radio ECS enhanced conventional setting needs authorization, otherwise this item is not visible.

6.2 Radio positioning information report

This function is optional, please select when you need to use it.

Double-click "Positioning" under "ECS" - "Basic Setting", check the "Position Info Report"
on the pop-up page, and configure "Report Condition", "Report Interval Time", "Report Interval
Distance" and "Report Random Cycles" . The radio will report the GPS information according to
the corresponding period or distance, as shown in the following figure.

Figure 6-3 Radio positioning system setting

J Positioning |

x
; “obe Contact List ~
|__—_|o ECS — Positioning
- *= Basic Setting Positioning Info Report V'
..... *a i
+2 Sefting Report Condition [Time Or Distance v
----- *2 Time
_____ +o Menu Report Interval Time{s] |3G :I
----- t: Button Report Interval Distance{m] ISﬂD j
----- += One Touch Call |
Report Random Cycles[s] |1 5

£+ Dial
L...#= Dial Configuration
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6.3 Dialing configuration
Double-click "Dial Configuration" under "ECS" - "Dial", set radio 1 with "Radio ID" as
"10001", and set radio 2 with "Radio ID" as "10002". Set the "Dialup Rules" as "Flat" for both

radios, as shown in the following figure.

Figure 6-4 Dialing configuration
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6.4 Contact setting
Double-click the "Group Contact List" option under "ECS" - "Contact". You can add Group
G101 and group G102 on the pop-up page, as shown in the following figure.

Figure 6-5 Radio group contact setting
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Select the "Subgroup” option. On the pop-up page, select the groups available on the left and
click the "Add >>" button to add them to the "Members" on the right, as shown in the following
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figure.

Figure 6-6 Radio subgroup setting
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6.5 Scan setting

Double-click the "Scan Setting" option under "ECS" - "Scan". You can set the "Rx Base
Frequency" as "410" MHz, and set "Tx Base Frequency" as "400" MHz according to chapter 2.2
on the pop-up page, as shown in the following figure.

Figure 6-7 Radio scan setting
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+2 Station TSCC List

Select the "Station TSCC List" option. On the pop-up page, set the channel information
according to chapter 2.2, including channel 200, 205, 210 and 215, as shown in the following
figure.
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-#= Dial Configuration
Bl += Contact

= Private Contact List
2 Group Contact List
= Favorite Contact

= Subgroup

Station TSCC List

6.6 Radio CPS write

FCC Slot RX Frequency... | TX Frequency ...
200 Slat 1 412487500 402,487500
205 Slot 1 412550000 402,550000
210 slot 1 1412612500 402612500 |
215 Slat 1 ! 412675000 402,675000

Insert

Ik

Delete

After setting the above steps, click the "Write" icon “ on the toolbar, click "OK" button

on the pop-up interface to write, the radio will restart after the successful writing, as shown in the

following figure.
Figure 6-9 Radio CPS write
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7 Commissioning system

7.1 Radio registration

»  Precondition:
1. The base station is connected to the PD200 server and the PD200 client is logged in.
»  Operation step:
1. Radio 1 and radio 2 power on
»  Expected result:
1. P10001 (radio 1) and P10001 (radio 1) are displayed under "ECS Station", and the font
is highlighted, as shown in the following figure.

Figure 7-1 Radio registration check
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7.2 Radio de-registration
»  Precondition:
1. The base station is connected to the PD200 server and the PD200 client is logged in.
The radios have powered on and registered successfully.
»  Operation step:
1. Radio 1 and radio 2 power off respectively.
»  Expected result:
1. P10001 (radio 1) and P10002 (radio 2) are offline, and the font is gray. As shown in the

following figure.
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7.3 Voice call

»  Precondition:
1. The base station is connected to the PD200 server successfully, the PD200 client is
logged in. Radio 1 & 2 are registered successfully.
»  Operation steps:
1. Radio 1 initiates group call G101.
2. After the radio 1 releases the PTT button, the PD200 client initiates voice call to radio 1,
radio 2, group G101 and group G102 respectively.
»  Expected result:
1. Radio 2 receives the G101 group call initiated by radio 1 and can hear radio 1 speaking.
The PD200 client can receive the G101 group call initiated by radio 1 and can hear radio
1 speaking (PD200 client PC is connected with headset), the dispatching interface is
shown in figure 7-3.
2. The voice call initiated by the PD200 client to radio 1, radio 2, group G101 and group
G102 respectively can be established successfully. The dispatching interface is shown in

figure 7-4.
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Figure 7-3 Radio 1 initiates group call
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7.4 Send message
»  Precondition:

1. The base station is connected to the PD200 server successfully, the PD200 client is

logged in. Radio 1 & 2 are powered on and registered successfully.
»  Operation steps:

1.  On PD200 client PC, select "Message" - "Resource" - "Device" - "ECS Station", right
click group "G101", select "Send Message", enter "Hello, PR900" in the pop-up window,
and click "Send".

2. Radio 1 sends a group message "Hello, PR900" to group G101.

»  Expected result:

1. Radio 1 and radio 2 receive the message "Hello, PR900" sent from PD200 client.

2. Radio 2 and PD200 client receive the message "Hi, PR900" from radio 1, as shown in
the following figure.

Figure 7-5 Message display on dispatcher interface
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7.5 GPS Location

»  Precondition:
1. The repeater is connected to the PD200 server and the PD200 client is logged in. Radio

1 is configured with positioning service on.
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»  Operation step:
1. Select "Map" - "Resource", right click "P10001", select "Location", as shown in figure
7-6.
»  Expected result:
1.  The PD200 interface switches to the map interface, and the location of radio 1 will be

displayed on the map, which is consistent with the actual location, as shown in figure
7-7.

Figure 7-6 Map display on dispatcher interface - 1
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Figure 7-7 Map display on dispatcher interface - 2
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7.6 Real-time GPS location

»  Precondition:

1. The base station is connected to the PD200 server and the PD200 client is logged in.
Radio 1 is configured with positioning service on, and the automatic report has been
chosen and periodic report has been selected.

»  Operation steps:

1. Select "Map" - "Resource", right click P10001, select "Real Time Location", as shown
in figure 7-8.

2. Select "Map" - "Resource", right click P10001, select "Cancel Location", as shown in
figure 7-8.

»  Expected result:

1.  The PD200 interface switches to the map interface. The icon of radio 1 is centered on
the map interface, and there is a highlighted display around the icon. Radio 1 location
can be automatically refreshed periodically, as shown in figure 7-9.

2. After "Cancel Location" operation, the highlighted display around the radio icon
disappears.

Figure 7-8 Real-time location display on dispatcher interface - 1
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Figure 7-9 Real-time location display on dispatcher interface - 2
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